
Network management platforms provide flexible facilities for setting up custom applications able to 
detect network anomalies on a specific environment. This is because each network is made of users, 
services and computers with a specific behaviour that is then reflected in the generated network traffic. 
The presentation will show that in every network there are some global variables that can be profitably 
used for detecting network anomalies, regardless of the type of network users and equipment. 
 


